**PROTECCIÓ DE DADES.Formulari de gestió de dades en recerca**

**1) Dades del projecte:**

- El projecte tracta dades personals: Sí / No

- En cas de resposta afirmativa:

* Quines dades es tracten:
* Conté identificadors personals (incloent les inicials dels pacients o la data completa de naixement)? Sí / No
* S’utilitzen dades anònimes en origen (p.ex. PADRIS) o que s’han sotmès a un procés d’anonimització? Sí/ NO

En cas afirmatiu explicar procediment anonimització

* S’utilitzen dades pseudonimitzades per un tercer amb separació tècnica i funcional ? Sí/ NO

En cas afirmatiu explicar procediment pseudoanonimtizaicó

* S’extreuen de la història clínica del pacients
* Qui és el Responsable del tractament de dades (ex. Ticsalut)
* A qui es comuniquen les dades i motiu

**2) Legitimació per al tractament de dades i origen:**

- Origen de les dades:

* Provenen directament del pacient
* Reutilització de dades de la història clínica
* Provenen d’altra bases de dades
* Altres. Quines?

- S’ha previst sol·licitar al pacient el consentiment per al tractament de les seves dades amb finalitats de recerca? Sí / No

- Si no s’ha previst sol·licitar el consentiment, quin dels següents supòsits seria la base legitimadora per al tractament de les dades en el projecte? (marcar el que més s’aproximi):

* Supòsit 1 . Estudis epidemiològics d’interès general en situacions d’emergència autoritzats per l’Autoritat Sanitària. Adjuntar autorització
* Supòsit 2 . Ús de dades pseudonimitzades per un equip tècnic aliè a la recerca
* Supòsit 3. Reutilització de dades prèviament consentides en recerca

**3) Tractament de les dades, indiqueu:**

- Eines utilitzades

* S’utilitzen dispositius informàtics /electrònics? Sí /No
* Lloc on es desarà informació
* Qui tindrà accés a la informació
* On s’ubica el servidor?
* S’utilitzen bases de dades compartides de forma telemàtica amb altres centres o investigadors? Sí /No
* Quines?
* Quines mesures de seguretat s’apliquen en la connexió?
* S’utilitzen eines d’emmagatzemament al núvol ? si/no
* On es guardarà la informació?
* Quines mesures de seguretat s’apliquen?

- Descripció de les mesures de seguretat:

* Indicació de mesures per evitar l’accés indegut de tercers no autoritzats
* Altres mesures de seguretat

**4) Hi haurà transferència internacional de dades?** - Sí /No.

* Mecanisme per efectuar la transferència:
* Decisió d’adequació
* Consentiment explícit
* Altres

**5) Aspectes per a projectes amb usos avançats de les dades**

- Usos avançats

* Realització de perfilat de dades o presa de decisions automatitzades respecte participants individuals.
* Ús d’eines d’intel·ligència artificial.
* Utilització de tècniques d’explotació de dades amb tecnologies Big Data.
* Utilització de sistemes de biometria.
* Utilització de sistemes de geolocalització.

- En cas positiu detallar el tractament de dades, les mesures de seguretat adoptades i adjuntar la corresponent avaluació d’impacte